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Abstrak — Di era globalisasi saat ini, hampir semua orang
menggunakan komputer untuk berkomunikasi, dan
jaringan komputer semakin luas, menyebabkan lalu lintas
yang kacau. Protokol routing memiliki kemampuan untuk
mengatur lalu lintas agar lebih terarah. Protocol
OSPF dan IS-IS termasuk dalam jenis routing dinamis,
dan GNS3 (Graphical Network Simulator 3) digunakan
untuk membuat dan mengkonfigurasi routing ini
menggunakan IPv4. Penelitian ini menganalisis Kkinerja
dua protokol routing utama dalam lingkungan jaringan
IPv4 dengan menggunakan platform Free Range Routing.
Untuk menemukan rute pengiriman data terbaik di
jaringan komputer, protokol seperti OSPF (Open Shortest
Path First) dan IS-IS digunakan. Metode untuk
mengevaluasi kualitas layanan jaringan dikenal sebagai
Quality of Service (QoS). Dalam studi ini, enam router
Free Range Routing terhubung satu sama lain. Alpine
Linux digunakan sebagai server dan client, dan sudah
terinstall iPerf3. iPerfd digunakan untuk menguji
pengiriman paket data; data yang dikirim berupa paket
TCP dan UDP dengan besaran 512Mb, 1024Mb dan
1536Mb dengan pengiriman data dilakukan sepuluh kali
untuk setiap beban data. Hasil pengujian menunjukkan
bahwa routing OSPF secara keseluruhan memiliki nilai
QoS yang baik dibandingkan dengan routing IS-IS.

Kata Kunci : IPv4, IS-1S, OSPF, Routing, Qos.

I. PENDAHULUAN

Jaringan komputer telah berkembang dengan cepat di
era globalisasi. Perkantoran, lembaga pemerintah memiliki

jaringan ini untuk meningkatkan kegiatan operasional. Jika
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lebih banyak pengguna komputer menggunakan jaringan
internet, data dapat berjalan lebih lambat [1]. Mengatur lalu
lintas jalur jaringan komputer dapat menyelesaikan masalah
ini. Routing protokol adalah protokol dalam jaringan komputer
yang berfungsi untuk menentukan jalur terbaik bagi
pengiriman data antar perangkat dalam jaringan. Perangkat di
jaringan yang terhubung ke internet dapat diidentifikasi
dengan bantuan protokol jaringan [Pv4.[2]

Protokol routing statis dan dinamis adalah dua dari
berbagai jenis protokol routing. Protokol routing statis adalah
paling dasar dan diatur secara manual, jadi tidak dapat
berfungsi jika ada perubahan jaringan. Sebaliknya, protokol
routing dinamis lebih rumit dan menggunakan data router lain
untuk menentukan rute pengiriman paket secara otomatis.
Jenis protokol routing yang dipilih tergantung pada spesifikasi
jaringan, Protokol routing statis mungkin cukup untuk
jaringan kecil, tetapi routing protokol dinamis lebih sulit dan
membutuhkan lebih banyak sumber daya. [3]

Proses penentuan jalur dari host asal ke host tujuan dikenal
sebagai routing. Routing merupakan mekanisme pengiriman
data dari satu jaringan ke jaringan lain dengan memanfaatkan
gateway sebagai perantara untuk meneruskan paket data ke
tujuan akhirnya. Konfigurasi routing digunakan dalam
jaringan komputer untuk memungkinkan komputer satu sama
lain terhubung satu sama lain. Proses mencari dan menentukan
jalur pengiriman data terbaik di jaringan komputer dengan
menggunakan perangkat yang disebut router dikenal sebagai
routing.  Beberapa protokol routing dinamis umumnya
digunakan dalam jaringan internal perusahaan atau organisasi,
termasuk IS-IS (Intermediate System to Intermediate System),
IGRP (Interior Gateway Routing Protocol), EIGRP

(Enhanced Interior Gateway Routing Protocol), RIP (Routing
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Information Protocol), dan OSPF (Open Shortest Path
First).  Protokol ini membantu router memilih dan
memperbarui rute secara otomatis sesuai dengan kondisi
jaringan saat ini.[3]

OSPF adalah protokol routing berbasis Link State
terbuka yang dapat diterapkan oleh berbagai perangkat
jaringan. Link State sendiri merupakan metode routing
dimana setiap router membangun peta lengkap dari seluruh
jaringan dan menghitung jalur terbaik ke tujuan
berdasarkan informasi tersebut. OSPF routing protocol
termasuk dalam kategori Interior Gateway Protocol (IGP)
karena digunakan untuk menghubungkan antar-router
dalam satu Autonomous System (AS), yaitu sekumpulan
jaringan yang dikelola oleh satu organisasi atau otoritas
yang sama. Beberapa periset, termasuk Bolt, Beranek, dan
Newmans, menurunkan OSPF. Protokol ini dapat diadopsi
oleh siapa saja karena bersifat terbuka. [4]

Intermediate System to Intermediate System (IS-IS)
mengirimkan informasi menggunakan protokol routing link-
state, di mana tiap node atau router akan saling berbagi data.
Digital Equiment Corporation (DEC) mengembangkan IS-IS
sebagai protokol routing intra domain pada 1980-an, dan
oleh Organisasi Standar

kemudian distandarisasikan

Internasional (ISO) pada ISO/IEC 10589. [5]

II. KAJIAN TEORI
A. Internet Protocol Version 4 (IPv4)

Protokol Internet versi 4 (IPv4) telah digunakan secara
luas sejak peluncuran internet secara internasional. Protokol

ini menggunakan sistem pengalamatan 32-bit,

yang
memungkinkan penyediaan sekitar 4,3 miliar alamat IP.
Selama lebih dari tiga puluh tahun, protokol ini telah
memberikan dukungan untuk koneksi internet. Namun,
jumlah ini dianggap tidak lagi mencukupi untuk memenuhi
permintaan alamat yang terus meningkat. Alamat IPv4 ditulis
dalam format notasi desimal bertitik. Panjang 32-bit alamat IP
terdiri dari empat oktet, dengan masing-masing 8-bit. Dengan
demikian, jumlah total alamat IP yang tersedia adalah 2/32,

atau sekitar 4 miliar alamat IP.[6]
B. Routing

Penentukan rute yang akan digunakan untuk mengangkut
data dari host awal ke host tujuan merupakan bagian dari

proses pemindahan data dari satu jaringan ke jaringan lain[7],
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Untuk memulai proses routing, router perlu memiliki data

berikut:
1. Lokasi pengiriman dataMemahami sumber informasi.

2. Informasi yang digunakan untuk mengarahkan

pengiriman data

3. Identifikasi jalur yang dapat digunakan untuk

pengiriman data.
4. Determinasi rute yang paling efektif untuk digunakan

5. Pemeliharaan dan pembaruan informasi yang tersedia

terkait rute.

Setelah router memperoleh informasi mengenai sumber dan
tujuan data, router akan menyusun tabel routing. Kemudian,
router akan memilih port yang sesuai untuk meneruskan paket

data menuju alamat tujuan.

C.  Open Shortest Path First (OSPF)

Algoritma Shortest Path First (SPF), yang merupakan
turunan dari algoritma Dijkstra, menjadi dasar dari protokol
OSPF. Interior Gateway Protocol (IGP), yang juga dikenal
sebagai  protokol routing internal, dirancang untuk
memungkinkan administrator jaringan mengelola router dengan
lebih efektif. OSPF menggunakan protokol routing berbasis link-
state, yang sangat efisien dalam menyebarkan pembaruan rute.
OSPF adalah salah satu jenis routing dinamis yang mengirimkan
informasi routing ke semua router dalam suatu Autonomous
System (AS). Keunggulan wutama dari OSPF adalah
kemampuannya untuk mendeteksi perubahan jaringan dan
mengembalikan proses routing ke kondisi konvergen dalam
waktu yang singkat. Metode routing OSPF juga memastikan
bahwa jaringan yang terhubung tidak mengalami looping, karena
jalur utama yang terbaik telah dipilih, sementara jalur cadangan
tersedia. Jika jalur utama mengalami gangguan, jalur cadangan

akan otomatis mengambil alih fungsi jalur utama.

D. Intermemediate System to Intermediate System (IS-1S)
IS-IS (Intermediate System to Intermediate System) adalah
protokol routing yang digunakan untuk mengevaluasi perubahan
topologi jaringan dan menentukan apakah perhitungan shortest
path first (SPF) harus dilakukan secara keseluruhan atau hanya
sebagian. Untuk menjalankan prosesnya, protokol ini
menggunakan algoritma link-state. IS-IS awalnya dibuat untuk
routing paket pada ISOCLNP dan hello packet, yang
memungkinkan konvergensi jaringan yang cepat saat perubahan

topologi terjadi. Metode ini dapat digunakan pada jaringan yang
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berbasis IPv4 dan IPv6. Jaringan IS-IS terdiri dari berbagai
sistem otonom (AS) yang terhubung satu sama lain. Sistem
akhir bertanggung jawab untuk mengirim dan menerima
paket, sedangkan sistem intermedier bertanggung jawab untuk
mengirim, menerima, dan meneruskan paket. Dalam
penelitian ini, routing IS-IS dikonfigurasi menggunakan mode
Level-2, karena hanya digunakan satu area untuk semua
router. Hal ini bertujuan untuk menyederhanakan konfigurasi
dan menguji kemampuan IS-IS dalam jaringan flat (non-
hierarkis), serta agar sebanding dengan OSPF yang juga

menggunakan satu area (area 0).

E. Free Range Routing (FRR)

Free Range Routing adalah routing open source yang
dikembangkan pada tahun 2017 oleh Quangga dan Zebra.
Free Range Routing menyediakan layanan perutean
konvensional seperti BGP (Border Gateway Protocol), RIP
(Routing Information Protocol), OSPF (Open Shortest Path
First), dan IS-IS (Intermediate System to Intermediate
System), yang dapat digunakan secara gratis dan
dikembangkan sendiri dan memberikan keuntungan kepada
pengguna tanpa bergantung pada perangkat lunak dan
perangkat keras yang mahal. Free Range Routing tersedia
untuk instalasi di berbagai sistem operasi, seperti Distro
Linux, FreeBSD, OpenBSD, dan macOS, membuatnya lebih
mudah digunakan dan lebih fleksibel. Selain itu, Free Range
Routing merupakan bagian dari Linux Foundation, sehingga
memiliki potensi jalur untuk pengujian dan penerapan

perubahan yang lebih luas.

F. Graphical Network Simulator-3 (GNS3)

GNS3 (Graphical Network Simulator 3) merupakan
software simulasi jaringan opensource yang dapat
mensimulasikan ~ jaringan  yang  kompleks. = GNS3
menggunakan tiga prinsip yaitu simulasi, emulasi dan
virtualisasi. Kelebihan GNS3 adalah dapat diintegrasikan ke
dalam jaringan fisik yang ada. Dimana GNS3 dapat
mengimplementasikan interface, router dan perangkat
jaringan yang ada. GNS3 juga dapat didukung oleh software
emulator lain seperti VMware, Virtualbox. Program ini dapat
digunakanuntuk berbagai jenis sistem operasi untuk

kemudahan penggunaan.

G. Quality of Service (Qos)

Salah satu cara untuk menilai kualitas layanan dalam suatu
jaringan adalah Quality of Service (QoS). Dengan QoS,
administrator jaringan dapat menganalisis dan mengatasi
masalah aliran paket data dan memberikan prioritas pada jenis
lalu lintas tertentu untuk meningkatkan kinerja jaringan.
Parameter kualitas layanan (QoS) terdiri dari throughput, delay,
dan jitter, yang digunakan untuk mengukur kinerja routing.

1. Throughput

Throughput, yang biasanya dikaitkan dengan bandwidth,
adalah kemampuan jaringan yang sebenarnya untuk
mengirimkan data. Sementara throughput bergantung pada
trafik yang sedang terjadi. Nilai throughput yang lebih tinggi
menunjukkan bahwa jaringan lebih mampu mentransmisikan
file[8]. Karena terjadi penghambatan dalam pengiriman data
saat lalu lintas jaringan yang tinggi meningkat, nilai
throughput jaringan akan menurun. Anda dapat menghitung
nilai throughput dengan menggunakan persamaan 2.1 berikut
ini:

Jumlah data yang diterima

Throughput =
Waktu pengiriman data

Persamaan 2. 1

2. Delay

Keterlambatan adalah waktu yang dibutuhkan oleh
seluruh pesan untuk mencapai tujuan. Ini dihitung mulai dari
saat bit pertama dikirimkan dari sumber[8][9]. Seperti yang
dijelaskan dalam persamaan 2.2 berikut ini, kualitas nilai
keterlambatan dapat diukur dengan menggunakan standar
TIPHON:
Delay = Waktu penerimaan paket — waktu pengiriman paket

Persamaan 2. 2

3. Jitter
Keterlambatan antrian pada router dan switch jaringan
dapat menyebabkan variasi dalam waktu pengiriman data,
yang dikenal sebagai jitter, atau "variabilitas keterlambatan".
Jitter ini disebabkan oleh perbedaan dalam panjang antrian,
waktu pemrosesan data, serta waktu pengumpulan paket di
akhir perjalanan[10]. Untuk menghitung dan mendapatkan

nilai jitter bisa menggunakan persamaan 2.3 ini:
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Total variasi delay

Jitter =
Total paket yang diterima

Persamaan 2. 3

4. Packet Loss
Paket kehilangan adalah jumlah paket yang hilang selama
transmisi. Antrian yang melebihi kapasitas buffer setiap node
adalah penyebab utama kehilangan paket, yang berdampak
langsung pada kinerja jaringan dan menunjukkan adanya
kepadatan atau kelebihan beban pada jaringan. Tingkat
kehilangan paket dapat dihitung dengan menggunakan

persamaan?2.4berikut.

Paket dikirim — Paket diterima
x100%

Packet Loss =
paket dikirim

Persamaan 2. 4

5. Transmission Control Protocol (TCP)
Protokol TCP adalah protokol yang dapat diandalkan
yang digunakan untuk mengirimkan aliran data melalui
jaringan Internet, yang secara umum dikenal sebagai
tidak dapat diandalkan. Protokol ini dibuat untuk
memperbaiki peralatan jaringan untuk mengatasi
berbagai masalah. Untuk membuat protokol ini dapat
diandalkan, TCP berorientasi pada koneksi saat
mengirim data. Dengan menggunakan ARQ, yang
berarti permintaan ulang otomatis, TCP memastikan
bahwa data yang dikirim adalah andal [11][12]

6. User Diagram Protocol (UDP)

Konsep jaringan berbasis IP didukung oleh protokol ini.

Protokol internet (IP) atau protokol jaringan

memungkinkan dua titik jaringan berkomunikasi, serta semua

aplikasi dan layanan yang terpengaruh oleh port tersebut.

internet
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III. METODE

Studi ini menggunakan FRR untuk mengsimulasikan
protokol routing OSPF dan IS-IS. Pendekatan pengiriman
data melibatkan pengirim atau klien yang mengirim paket
data ke server atau penerima menggunakan protokol TCP

dan UDP. Gambar 1 menunjukkan proses tahapan penelitian.

Studi Literatur

Perumusan Masalah

Studi Literatur Lanjut
Perancangan
Topologi

Konfigurasi Routing
OSPF dan Routing
I15-5

Gagal

Berhasil

Analisis Qos

l ]

/Tnmughpul/ / Delay // Jitter /PacketLuss/

Kesimpulan

Hl

GAMBAR 1
DIAGRAM ALIR PENELITIAN

Gambar 3.1 menunjukkan diagram alir penelitian, yang

Namun, kondisi jaringan IP tidak memberikan jaminan. Ini

adalah jaminan bahwa

data akan dikirim dengan benar dan ke tujuan yang benar.

7. Wireshark

Wireshark adalah alat analisis penangkapan paket

yang digunakan untuk menganalisis paket data pada suatu
jaringan. Wireshark dapat memonitor lalu lintas jaringan
untuk jaringan kabel dan nirkabel. Wireshark juga mampu
merekam paket data yang lewat, yang dimaksudkan untuk

menyelesaikan atau memeriksa lalu lintas sebenarnya .

menunjukkan langkah-langkah sistematis yang dilakukan
selama proses penelitian. Penelitian dimulai dengan
membaca literatur untuk mendapatkan teori dan referensi
tentang protokol routing OSPF dan IS-IS serta parameter
Quality of Service (QoS). Kemudian, berdasarkan temuan
tersebut, dibuat perumusan masalah. Untuk memperdalam
pemahaman materi, studi literatur lanjutan dilakukan.
Selanjutnya, topologi jaringan yang akan digunakan
sebagai simulasi dirancang. Setelah topologi selesai,
protokol routing OSPF dan IS-IS dikonfigurasi dan

dilakukan perbaikan jika konfigurasi gagal.Setelah
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konfigurasi berhasil, analisis QoS dilakukan untuk
mengukur performa masing-masing protokol. Analisis
ini mengukur throughput, delay, jitter, dan packet loss.
Hasilnya digunakan untuk menentukan protokol mana
yang memiliki kinerja lebih baik. Penelitian mencapai
tahap akhir atau selesai.
2.1 Merancang Topologi Jaringan
Topologi mesh adalah jenis topologi jaringan di
mana tidak ada hierarki antar node, sehingga setiap node
memiliki tingkat kepentingan yang sama. Dalam topologi
ini, setiap node terhubung langsung ke node lainnya, yang
memungkinkan penambahan atau penghapusan node dari
jaringan tanpa mengubah konfigurasi jaringan secara

keseluruhan. Dengan demikian, jika satu node mengalami

gangue, topologi mesh tidak akan memberi tahu node VTR S
lai tentang hal itu. Seperti ditunjukk d KONFIGURASI OSPF
A o e A ' Paca Konfigurasi OSPF dimulai dengan perintah router ospf,
Gambar 2, topologi mesh ini terdiri dari dua jalur diikuti oleh ID router, dan diikuti dengan penetapan alamat

cadangan dan enangildllEEbEbES S ERAYM TOUtET IP dan prefix router untuk menghubungkan interface ke kabel

menggunakan jaringan 152.168.1.0 hingga 198845 yang terpasang. Konfigurasi router kelima berikutnya serupa

dengan prefix 30, ‘sedangkan klien —d-EEEEE dengan konfigurasi router pertama, tetapi dengan prefix dan

menggunakan jaringan 152.168.1.0 dengan B jaringan yang ditambahkan sesuai dengan alamat IP yang

Alpine-Tperf-1 Alpine-Iperf-2

Reid i s - telah ditetapkan. Gambar 2.3 menunjukkan pengaturan ISIS.

i ¢ 5 out
Sriistl - - c
2 F I ~

192.168.1.44/30

o1

192.168.1.0/30

1o21enn/30 Boulysd Soulys 192158.1.90/30

GAMBAR 2
TOPOLOGI MESH

2.2 Konfigurasi Perangkat

Protokol OSPF dan IS-IS diterapkan pada topologi,
perangkat, dan simulator jaringan yang serupa.
Konfigurasi dapat dilakukan dengan mengklik kanan pada
perangkat dan memilih opsi "console".Perangkat seperti
dua Alpine juga dapat dikonfigurasi. Gambar 2.2
menunjukkan konfigurasi OPSF.

GAMBAR 4
KONFIGURASI IS-IS

2.3 Pengujian QoS
Setelah konfigurasi selesai, gunakan Wireshark untuk

menguji parameter seperti kehilangan paket, keterlambatan,
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throughput, dan jitter pada protokol TCP dan UDP. Klik
kanan pada kabel yang menghubungkan server Alpine
dengan switch, serta pada kabel yang menghubungkan
client Alpine dengan switch, untuk menghubungkan
topologi ke Wireshark.Setelah klik kanan, akan ada
pilihan untuk memulai pengambilan gambar, dan harus
klik pada pilihan tersebut. Jika tampilan tidak muncul,
Anda dapat menampilkannya secara manual dengan
mengklik kanan pada ikon kaca pembesar dan memilih
opsi "Start Wireshark". Proses ping dari client ke server

dapat dilihat pada Gambar 5

GAMBAR 5
PING CLIENT TO SERVER

IV. HASIL DAN PEMBAHASAN
3.1 Analisis Throughput
Berikut ini adalah persamaan throughput, yang
dihitung dengan membagi jumlahdata yang dikirimkan
dengan waktu pengiriman. Grafik yang menunjukkan
perbandingan throughput OSPF dan IS-IS dengan protokol
TCP yang telah diuji dapat ditemukan di Gambar3.1.

Throughput

150

100
0

512M 1024M 1536M  512M 1024M 1536M

o

TCP ubp

B OSPF mIS-IS

GAMBAR 6
GRAFIK THROUGHPUT

Hasil data menunjukkan bahwa, dengan menggunakan
alamat IPv4 pada enam router FRR, throughput pengujian

TCP dan UDP pada protokol routing OSPF dan IS-IS cukup

baik. Nilai throughput protokol OSPF lebih tinggi daripada
protokol routing ISIS, tetapi pada pengujian protokol UDP,
kedua protokol routing OSPF dan IS-IS memiliki hasil yang
sama.
3.2 Analisis Packet Loss
Untuk mengetahui berapa banyak paket data yang
hilang, kurangi jumlah paket data yang diterima dari
jumlah paket data yang dikirim, bagi hasilnya dengan
jumlah paket data yang dikirim, lalu kalikan dengan seratus
persen.. Dari hasil pengujian, dapat dilihat pada gambar 3.2
yaitu grafik rata-rata packet loss TCP dan UDP pada kedua
protokol routing OSPF dan IS-IS.

Packet Loss

0,015
0,01

0,005
512M 1024M 1536M| 512M 1024M 1536M

TCP ubP

B OSPF W IS-IS

Dari hasil data rata-rata packet loss pengujian TCP dan
UDP pada pengujian dengan protokol routing OSPF dan
IS-IS dengan menerapkan penggunakan alamat Ipv4 pada
enam router FRR. Protokol routing OSPF memiliki kinerja
yang lebih baik dalam packet loss TCP dan UDP, dimana
protokol OSPF memiliki nilai yang lebih rendah dengan
protokol IS-IS.

Pengujian packet loss UDP pada protokol routing IS-1S
terjadi peningkatan yang cukup signifikan, namun dalam
standarisasi nilai tersebut masih cukup aman untuk sebuah
protokol routing dengan pengiriman paket data UDP.

3.3 Analaisis Delay

Gambar 3.3 dapat digunakan untuk melihat grafik
perbandingan keterlambatan OPSF dan IS-IS dengan
protokol TCP & UDP yang telah diuji

Delay

0,15
0,1

o 41 o T 1 n

512M 1024M 1536M 512M 1024M 1536M

TCP ubP

B OSPF W |S-IS
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Hasil pengujian delay rata-rata untuk protokol TCP dan
UDP menunjukkan bahwa, ketika protokol routing OSPF
dan IS-IS diterapkan dengan alamat IPv4 pada enam router
FRR, protokol routing OSPF dan IS-IS menghasilkan nilai
delay TCP yang
UDP.Kemudian untuk delay UDP memiliki

lebih rendah daripada nilai delay
sedikit
peningkatan nilai delay pada kedua protokol routing.
3.4 Analisis Jitter

Persamaan Persamaan jitter, yang dihitung dengan
membagi total variasi waktu tunggu dengan jumlah paket
yang diterima, dapat dijelaskan sebagai berikut. Gambar 3.4
menunjukkan grafik perbandingan jitter antara OSPF dan IS-
protokol ~ UDP telah  diuji.

IS  dengan yang

Jitter

0,15
0,1

0.0 II II II II II II
0
512M 1024M 1536M | 512M 1024M 1536M

TCP ubp

B OSPF W IS-IS

Dari hasil data rata-rata jitter pengujian TCP dan UDP
pada pengujian dengan protokol routing OSPF dan IS-IS
dengan menerapkan penggunakan alamat Ipv4 pada enam
router FRR. Protokol routing OSPF memiliki nilai rata-rata
Jitter yang cukup stabil dibandingkan dengan protokol
routing 1S-IS. Dimana pada protokol OSPF nilai rata-rata
Jjitter terjadi kenaikan pada jitfer UDP dengan nilai tertinggi
yaitu 0,115ms.

V. KESIMPULAN

Dari hasil analisis perhitungan QoS berupa throughput,
packet loss, delay, dan jitter dalam konteks pengiriman paket
data dengan besaran 512M, 1024M, dan 1536M, protokol
routing OSPF memiliki performansi yang lebih baik
dibandingkan dengan IS-IS namun pada beberapa pengujian
OSPF mengalami penurunan performansi terutama dalam
pengiriman paket data UDP dimana persentase throughput
OSPF lebih besar dibandingkan dengan IS-IS. Dimana
persentase throughput OSPF terjadi peningkatan sebesar
1,6%. Kemudian untuk delay dan jitter performansi OSPF
lebih baik dibandingkan dengan IS-IS. Sehingga protokol
routing OSPF lebih baik digunakan dalam lingkungan
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jaringan yang membutuhkan kinerja dan keandalan yang tinggi.
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